Приложение

**Перечень вопросов кредитных организаций по процессу перехода на порядок взаимодействия с Банком России в соответствии с новой редакцией Стандарта**

Технические вопросы:

1. В какие сроки будут готовы и доведены до кредитных организаций:
* тестовые ресурсы АСОИ ФинЦЕРТ (визуальные формы Личного кабинета и взаимодействие по API);
* техническая документация, реализующая новый Стандарт взаимодействия и описывающая:
	+ вызовы API АСОИ ФинЦЕРТ;
	+ форматы, схемы данных запросов/ ответов/ уведомлений и электронных форм API АСОИ ФинЦЕРТ;
	+ условия заполнения и параметры валидации полей электронных форм в личном кабинете участника и в режиме взаимодействия по API;
* параметры оценки и порядок формирования значений для заполнения критериев легитимности операции без согласия, характеризующие:
	+ плательщика;
	+ получателя средств;
	+ операцию;
* примеры корректно заполненных запросов и инцидентов всех типов в соответствии со Стандартом?

Организационно-технологические вопросы:

1. Каковы сроки и условия переходного периода, в который будет применяться порядок взаимодействия как из текущей, так и из новой редакции Стандарта:
* для визуального интерфейса Личного кабинета участника АСОИ ФинЦЕРТ;
* для взаимодействия по API;
* для тестовых ресурсов АСОИ ФинЦЕРТ, включая текущее API с текущей схемой данных (необходимо для обеспечения сопровождения текущих эксплуатационных процедур)?
1. Каковы срок и условия перехода на взаимодействие с Банком России по предоставлению:
* данных о случаях и (или) попытках осуществления переводов денежных средств без согласия клиента (формы данных NTF\_OWC\_\*);
* ответов на запросы Банка России (в новом формате) - на запросы по операциям без согласия (формы данных REQ\_OWC\_\* RESPOWC\*);
* ответов на запросы Банка России (в новом формате) в целях получения данных об операции без согласия на основании сведений о совершенных противоправных действиях от федерального органа исполнительной власти в сфере внутренних дел (формы данных REQ OWC UUID, RESPOWCUUID);
* информации и ответов на запросы об инцидентах защиты информации в новом формате (формы данных \*\_ISI\_\*), об инцидентах операционной надежности в новом формате (формы данных \*\_ORI\_\*), о выявленной компьютерной атаке или уязвимости информационной безопасности (формы данных \*\_1ЕР\_\*), другим формам?
1. Какое количество запросов REQ\_OWC\_UUID планируется направлять в адрес кредитной организации в течение дня/ месяца?